
INTRODUCTION

Aim : To assess the awareness of cyber security among healthcare workers and develop a training module

               To identify factors related to cyber threats and data breaches
 

               To assess the cybersecurity compliance among healthcare workers.

              To recommend training module to improve the cyber awareness and cybersecurity in a tertiary care hospital
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§ Among 12 IT staffs ; interview was conducted for 8 Staffs
§ Based on the interviews there were 3 cybersecurity attacks in last 5 years, the last attack was in 2021 February. 
§ The other two was during COVID 19 epidemic in the year 2020. 
§ All the three attacks were ransomware and demanded payment through Bitcoins. 
§ Software in-use is ACCPAC &VnC. 
§ Currently no training given on cybersecurity for all the staff 
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